
 
 

 

  

  

HKICPA seminar:  

Cyber Security and Prevalent Technology 
Crime in Hong Kong  
  

Program Code: S161007F  

  

  
The success of cyber security in Hong Kong relies on coordinated efforts of all relevant stakeholders working 
in this field. Hence, Cyber Security and Technology Crime Bureau (CSTCB) of Hong Kong Police Force 
needs support from the Institute's members to prevent and deter cyber crimes through collaboration and 
information exchange on the prevailing trends. In this seminar, the speaker will discuss: 

  

  Cyber threats  
  Combating technology crime, especially CEO email scams  
  Cyber security advice (i.e. self-protection measures)  
  
After joining the seminar, participants will acquire a better understanding of:  
  
  Data security requirements  
  Recent trends in CEO phishing scams  
  Best practices of the industry  
  
Date   FFrriiddaayy,,  77  OOccttoobbeerr  22001166  

  
Time  77::0000  pp..mm..  ––  88::0000  pp..mm..    

  
Venue  Hong Kong Institute of CPAs,   

27/F., Wu Chung House, 213 Queen's Road East, Wanchai, Hong Kong  
  

Format  Seminar  
  

Language  Cantonese   
  

Fee  Free for HKICPA member or student and IA/ HKIAAT member or student  

Speaker  Mr. Dicky Wong, Inspector of Police, Collaboration 3, Cyber Security Division, Cyber Security 

and Technology Crime Bureau, Hong Kong Police Force 

  
Mr. Wong is an Inspector working in the Cyber Security and Technology Crime Bureau of 
the Hong Kong Police Force. He was previously attached to the operation team of the 
Technology Crime Division and later assigned to be in charge of the Cyber Security Centre 
of the Cyber Security Division. He is now responsible for promoting public awareness of 
cyber security and prevention of technology crimes through community engagement.   

  
Participants  Members responsible for cyber security in their organizations or interested in knowing the 

best practices of the industry 

  
Competency*  Risk management; Information technology  

   
Rating*  Foundation level  

  
CPD hour  1  

  

  
 

* Please refer to the Institute's online CPD Learning Resource Centre for descriptions of competency and rating.  

  

  

  

  

 

http://www.hkicpa.org.hk/file/media/section4_cpd/Continuing%20Professinoal%20Development%20Programme%20(CPD)/pdf/guide/CPDevents-NewCategories-ratings.pdf


  

  

 

 
 
HHKKIICCPPAA  EEvveenntt  EEnnrroollmmeenntt  FFoorrmm  

 

Cyber Security and Prevalent Technology  
Crime in Hong Kong  
7 October 2016 (S161007F) 

 

Finance & Operations Department, 
Hong Kong Institute of CPAs,  
37/F, Wu Chung House, 213 Queen’s Road East, Hong Kong 
 
 

 

 
 
 
 

  

Personal information  

Name: (Mr./Mrs./Ms.) 

HKICPA 
Membership No.: Position held: 

 

 

Organisation:  
Email address *

(1)
: 

(Block Letters)  

Fax no.:  Telephone no:  

* Email address is for enrolment confirmation purpose. Please refer to note (1) for details.  

 

 

Notes: 

1. Successful applicants will receive confirmation of registration by email at least 3 working days before the event. Unsuccessful applicants will also be 
notified around the same time. If you have not heard from the Institute regarding your registration 2 working days before the event and if you have 
other enquiries related to the programme, please make enquiry at 2287 7386 or 2287 7253. 

2. NO ADMISSION TICKET will be issued. Please bring your HKICPA membership card or confirmation email for admission purpose. 
3. All applications are on a first-come-first-served basis.  
4. NO CANCELLATION will be entertained after the application is processed. 
5. All scheduled events will be cancelled and postponed to a date to be announced in the event of typhoon signal no. 8 or above or if a Black 

Rainstorm warning is hoisted. For details of bad weather arrangement for CPD programmes, please refer to the Institute’s homepage. 
6. The Institute reserves the right to change the venue, date, speaker or to cancel the event due to unforeseen circumstances. 
7. Your personal data collected from the enrolment process and administration of courses will be used for the purpose of the administration of the 

course on which you are enrolled. Such data collected may be accessible by the Institute's officers, persons or committees processing the 
application and related matters. In addition, the Institute may use the collected data for statistical research and analysis and, if applicable, for 
validation of CPD hours. The Institute intends to use the personal data of your name, email address and correspondence address to inform you, 
where relevant, of CPD activities, members' benefits, goods, services, facilities and events organized or provided by the Institute or other 
organizations. Members and registered students may opt out of receiving such materials at any time by logging in via the following link 
https://www.hkicpa.org.hk/en/members-area/comm-preference/ . Non-members may opt out of receiving such materials at any time by sending 
an email to the Institute at privacyofficer@hkicpa.org.hk or a letter to the Institute's privacy officer. For more information about the privacy policy of 
the Institute, please go to http://www.hkicpa.org.hk/en/service-tools/privacy-policy/ 

8. No unauthorized audio or video recording is allowed at CPD events. 

  

FOR OFFICE USE 
 
Seq. no.: 
Handle by: 

Enrolment Status Enquiry: 2287 7381 
Email:  finance@hkicpa.org.hk 
Fax no: 2893 9853 

Event Information Enquiry:  
2287 7386 / 2287 7253 
Email:  cpd@hkicpa.org.hk 

pd@hkicpa.org.hk 
 

TToo  ccoonnffiirrmm  yyoouurr  CCPPDD  bbooookkiinngg,,  

jjuusstt  lloogg  oonn  ttoo  ““MMyy  CCPPAA””  aatt  

hhttttpp::////wwwwww..hhkkiiccppaa..oorrgg..hhkk 

Please click here for online enrolment 
(for HKICPA members only) 
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